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Information Assets. This includes virus protection, software updates, and the ability for 
IT to keep both those up to date remotely. 

f) “User” means any person who has authorized access to Information Assets. 

4 Standard/Practice 4.1 Users shall store electronic Business Information Assets in Managed Devices. 

4.2 If Users download Business Information Assets to a laptop computer or portable 
device, the device has to be encrypted. Users are prohibited from disabling the 
encryption software at any time for any reason. 

4.3 Users shall store Business Information Assets in non-digital formats in facilities 
designated by University Archives, and in accordance with Information Management 
procedures established by University Archives. 

5 Responsibilities 5.1 

https://www.ucalgary.ca/legal-services/university-policies-procedures/information-asset-management-policy
https://www.ucalgary.ca/legal-services/home/operating-standards-guidelines-forms
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